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ABSTRACT 

Cloud-based management information systems (MIS) have become a hot topic of debate because 

of the many benefits they bring. When it comes to adopting a new technology, there are several 

considerations that come into play. The benefits and drawbacks of cloud-based management 

information systems are well-known. Many benefits may be gained by using a cloud-based MIS, 

including the ability to manage data. Project management, strategy, and data processing all seem 

to be key obstacles to cloud-based MIS deployment. When businesses employ cloud-based 

management information systems (MIS), customers are happier and more pleased. Additionally, 

data security has been a concern. In order to keep data safe, cloud service providers, businesses, 

and the government all have a role to play. An organization's ability to evaluate data access and 

operational activities is critical to understanding the system's benefits and limits. Customers 

benefit from interactions with small and medium-sized businesses. Customers' happiness and trust 

are predicted to rise dramatically as a result of cloud-based MIS. 

KEYWORDS: Cloud-based management information systems (MIS), considerations, benefits, 

deployment 

INTRODUCTION 

When it comes to moving IT ahead, the cloud's dispersed pool of flexible system resources and 

higher-level services is at the core of the equation. Availability and cost-effectiveness rely on how 

resources are allocated. This includes hardware virtualization with service-oriented architectures 

as well as autonomous utility computing" high-capacity networks and low cost computers and 

storage devices clearly, the cloud is an Internet platform for spreading computing resources and 

providing services, as shown by this graph. By using pay-per-use technology, cloud computing 

aims to make these benefits more accessible to consumers [1]. There's no need for cloud service 

users to know all there is to know about the services they're using. To prevent business challenges, 
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the user may combine various cloud services to create an upgraded solution using Service-Oriented 

Architecture (SOA). Standardised access to these resources in the SOA domain is possible via an 

established platform, allowing for maximum use of their resources and services. With cloud 

computing, parallel applications may be developed at far cheaper costs than those associated with 

conventional forms of computer technology. As may be seen in Figure 1, the general cloud 

computing paradigm. 

 

Figure 1 General Cloud Computing Metaphor 

As with electricity, water, and gas, cloud computing has introduced the notion of on-demand 

computer resources that may be paid for as needed. In the vast majority of cases, data centres are 

in charge of overseeing and managing cloud services. These facilities also provide support to users 

in the event that they need it. With the emergence of low-cost data centres, the long-held goal of 

cloud computing as a utility will be realised. Making computers available as a service has been 

slowed by concerns about security. Cloud services rely [2] heavily on data centres for their 

architecture. Cloud service providers, such as datacenters, provide a wide range of cloud services 

to its customers. Some of the most popular IT businesses provide pay-per-use services. Facebook, 

Amazon, Sales Force, Yahoo, Cisco, Microsoft, and Google are just a few of the more well-known 

brands on this list. The data centres for each of them are located in different parts of the globe. The 

licensing model known as "Software as a Service" (SaaS) makes software resources accessible on-

demand. It is possible for a single server-side application to be accessed by several cloud services 

and many customers or clients. Using SaaS resources is beneficial to all major businesses because 
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of the scope and cost constraints. Even though salesforce.com has been supplying cloud computing 

services for the last several years, it is the most well-known example of SaaS. Google Apps and 

Dropbox are some well-known SaaS examples. Since the primary administration of the application 

is still with the cloud providers, authenticity and the security of personal data remain at stake. The 

safety of cloud users must also be taken into account, along with all of the other terms and 

conditions. Spoofing, phishing, and other forms of fraud are the most common security problems 

in the cloud. Cyber criminals may infiltrate a company's cloud network by using untrusted and 

illegal web browsers. Cloud providers are still responsible for making sure their clients are not 

damaged, though. A SaaS-based strategy to using cloud-based software is also considered to be 

the most widespread. [3] Cloud users may strike deals with end users through the internet to save 

costs. The benefits and drawbacks of cloud computing should be carefully considered by everyone 

interested in using it, each of these elements. As a result, the cost of moving an organization's data 

between open or community clouds and paying for each computing asset that is utilised is likely 

to be higher. To estimate the expected financial impact of SaaS services, experts do a cost analysis. 

Customers who utilise telecom firms' end-user software solutions produce substantial income for 

these businesses. Many models are evaluated in order to generate the most value for the firm. 

Pricing is based on a variety of factors, including current market conditions. The cost-benefit 

analysis of amortization-based cost reductions is made easier with the help of SaaS. Data quality, 

integrity, and availability are out of the hands of customers that use cloud services, thus they 

depend on the security protocols of the cloud service providers. To guarantee that all terms and 

conditions are regulated in accordance with the agreed-upon settlement, a SLA must be signed. 

Cloud service companies have a lot of room to grow. to achieve service level agreements is a major 

factor in their reputation (SLAs). There are several cloud application providers used by huge 

organisations to guarantee their consumers get the best possible service. These are called the Hazy 

Cloud procedure, or something like that. Customers are compelled to move between services at 

once because cloud service providers are sometimes required to lock their services.[4] applications 

are noted, as are cloud application development research questions that need to be addressed in the 

future.  

The following are some cloud computing models and services: 

1. Client-server model: Data is exchanged between multiple nodes in a distributed environment 

using a computer paradigm known as the "client-server" (clients, servers, and service requesters). 

2. Computer bureau: In a restricted or private network, a computer bureau gives fast and simple 

access to computer resources for a set of resources, "grid computing" means working together to 

achieve one shared purpose. As a result of distributed and parallel computing, super and virtual 

computers are built from a cluster of networked computers [5]. 

3. Fog computing: Edge users may take use of data processing, archiving, and other application 

services that are located close to the network through fog computing, another distributed 
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computing paradigm. End-users and smart devices process data locally instead of sending it to a 

distant site for processing [6]. 

4. Mainframe computer: For enterprises and organisations of all kinds, a mainframe computer is 

a large-scale data processing system that handles mission-critical data. 

5. Utility computing: Consumers may obtain on-demand computing resources through the term 

"utility computing." Utility computing is a significant start-up that is critical to the evolution of 

Cloud computing. 

CHARACTERISTICS OF CLOUD COMPUTING 

To put it simply, cloud computing implies storing and accessing data and applications online rather 

than on our own computers. In reality, the cloud is only an analogy for the Internet. Figure 2 shows 

how the internet is generally shown in a computer network [9]. 

 

Figure 2: Internet is depicted by a cloud in a network 

On demand, on-the-go network access to a pool of tailored resources that can be quickly delivered 

and released with little administrative effort or provider involvement is the goal of cloud 

computing, according to the National Institute for Standards and Technology (NIST). It is possible 

to install a cloud computing system in one of four ways. Google, Microsoft, and Amazon are CSPs 

(Cloud Service Providers) that provide cloud computing resources and services to its clients that 

may be dynamically deployed depending on consumer demand [10]. Customers may use a web 

browser to access a wide range of services, including business, education, and government, which 

are all housed on cloud servers in data centres across the globe. The area of information technology 

has seen substantial progress thanks to the rise of cloud computing. Since its creation, it has had a 

profound impact on the IT sector. As a consequence of this, storage and infrastructure have grown 

increasingly important. The ability of the cloud to provide hardware and software resources 

through a network are its most distinguishing feature [11]. The sky may be categorised as follows: 
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1. Private cloud: Any cloud service that is only used by a single enterprise is known as a "private 

cloud." 

2. Public cloud: Public clouds, such as those offered by Google, Amazon, Microsoft, and others, 

are available to anybody. The infrastructure and services supplied by the public cloud may be used 

by the public or any corporation. [12]. 

3. Community cloud: The services and infrastructure of the community cloud may be used by 

organisations with shared objectives. 

4. Hybrid cloud: Private and public clouds may be combined into one kind of cloud computing 

known as "hybrid". It's possible to have a wide range of deployments even when the clouds are all 

mixed together. 

Table 1: Comparison of Cloud Computing Service Models 

  

1 Some common Cloud Service Providers  

1. Google: Google Docs, Sheets, and Slides aren't compatible with this service since it only uses 

cloud storage. Gmail, Google Calendar, Google Maps, Picasa, and Google Analytics are just a 

handful of the many Google cloud computing services. 

2. Apple iCloud: It is common to store and back up email, contacts, and calendars online using 

Apple's iCloud service. Apple and Windows computers come with everything you need, therefore 

there is no need for additional software. 

3. Amazon Cloud Drive: If you're an Amazon Prime member, you get unlimited cloud storage 

for music and photographs bought through the company. The digital items you buy from Amazon 

are stored on all of Amazon's devices and services. 

CLOUD COMPUTING TECHNOLOGY 
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Cloud computing, in contrast to microprocessors and smartphones, is a collection of technologies. 

Infrastructure, software and platform services are all part of the same system that's being offered 

by the majority of providers (PaaS). Technology companies are increasingly relying on cloud-

based the availability of computer software and hardware. It is possible to employ third-party 

services using cloud computing technologies. Cloud computing is more likely to be used by 

businesses and academia. There are several benefits for companies to using cloud computing, 

including reduced costs on the software and equipment they require to run their daily operations. 

It is feasible to increase an organization's IT capabilities without adding new software, people, 

training or new equipment using cloud computing. 

SERVICE MODELS IN CLOUD 

Many more deployment methods have been made available as the popularity of cloud computing 

grows. Cloud computing has been termed the "fifth utility" because of its on-demand nature and 

resemblance to other necessities like water, electricity, gas, and telephone. In the cloud, you pay 

only for what you use. With the cloud computing model, users have unlimited access to internet 

computing services from anywhere at any time. Consider the many sorts of cloud installations and 

services to have a better understanding of what's happening in the cloud computing industry. A lot 

of people are using the term "cloud computing" now. Setting up, hosting, and making a cloud 

platform accessible to end users is known as "deployment." Cloud computing installations are all 

based on the same basis of software-driven programmes that allow compute and storage 

virtualization. There are differences between them and other clouds in terms of storage capacity, 

invoicing methods and delivery methods for the services they provide. Individuals are now unable 

to decide which cloud best matches their demands; they are unable to pick the right cloud from 

among the numerous cloud providers' offerings. Choosing the right cloud service may be difficult, 

but there are numerous things to keep in mind that can help the regular user as well as enterprises 

and academic institutions. Cloud computing is the subject of this article, which gives an in-depth 

look at the numerous services and deployment options it offers, as well as comparisons to other 

deployment methods. 

DEPLOYMENT MODELS IN CLOUD 

You may choose from six different deployment models, but the five most popular are: 

private/public/hybrid/community/virtual private cloud.  

There are two kinds of clouds in the Inter-Cloud deployment model: Federated Clouds and Multi-

clouds. Figure 3 depicts the current and projected increase of deployment models in data centres. 

A. Private Cloud 
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As a result, the private cloud model is frequently referred to as the "inside" or "corporate" model. 

A single business is in charge of both building and maintaining private clouds. The whole system 

is under the control of this organisation, which controls it from a centralised location. There are 

several ways to host a private cloud server, including via a third party (such as a service provider). 

As a rule of thumb, most firms prefer to retain their hardware in-house. In this way, an internal 

staff may monitor and control everything. 

 

Figure 3: Growth of Cloud models 

B. Public Cloud There is no doubt that the public cloud is a well-known service delivery model 

in the cloud computing industry. Uses for this kind of cloud include websites, file sharing, and 

non-sensitive data storage. The adoption of public in software development and collaborative 

initiatives, cloud computing has had a big influence. The service provider owns and manages all 

of the hardware required to provide a public cloud service. Vendors store the devices in massive 

data centres. Development and testing cannot proceed without access to the public cloud. 

Developers often utilise public cloud infrastructure for testing and development. Testing scenarios 

benefit greatly from this virtualization environment's cheap cost and simplicity of usage. 

C. Hybrid Cloud Infrastructural Hybridity a hybrid cloud combines elements of both public and 

private clouds. It all depends on the industry and the size of the company. organisation, businesses 

and organisations who require a little bit of both could profit immensely from this strategy. To 

begin with, the cloud is a private one, which later extends to incorporate one or more of the public 

cloud services, making it a hybrid cloud. A cloud-based deployment option makes sense only if 

sensitive data cannot be stored in the cloud or cannot be stored in the cloud. When legal limitations 

need data protection, storage, and more. 

D. Community cloud A web-based service aimed for a certain audience or demographic. They 

all have the same end purpose, governance structure, security needs and policies in place while 

using this cloud service. When it comes to hosting cloud services, there are a variety of 

possibilities, from on-premises to peer-to-peer to a single provider. The term "community cloud" 

is often used in marketing to characterise the service's target audience, even if the underlying cloud 

may be a VPC, a private cloud, or a hybrid one. 
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E. Virtual private cloud (VPC) Because of the private cloud in a box, private cloud computing 

may be done in the public cloud (VPC). As the name suggests, it's a public cloud that has been 

divided into sections that may be utilised to create an entirely private environment inside the cloud. 

Like other cloud environments, VPC resources may be accessed demand, scaled to suit, and 

customised to the nth degree. A public-private model is balanced with this approach term of cost 

and quality functionality. 

F. Inter-Clouds Inter In the cloud computing world, inter-cloud or "cloud of cloud?" refers to a 

theoretical paradigm in which multiple independent clouds are smoothly merged into a single 

cloud. Consequently, inter-cloud would enable the cloud to utilise the arrangements with other 

cloud service providers already in place Inter-clouds may be divided into two categories: 

•  Multi Cloud 

A multi-cloud computing strategy is one that utilises cloud computing services from many cloud 

service providers. You have the ability to make it wholly private or completely public in a multi-

cloud arrangement.  

Companies may better manage computer resources and reduce downtime and data loss in a multi-

cloud scenario. The deployment of this technology may also result in enhanced processing and 

storage capacity for businesses. Multi-tenant public and hybrid clouds have supplanted single-user 

private clouds in recent years. 

• Federated cloud (cloud federation) 

An organisation may employ both internal and external clouds to manage its federated cloud 

architecture in order to satisfy business needs. To achieve a common purpose, several small groups 

link together to create a larger organisation. 

CONCLUSION  

A hybrid cloud management approach has been created because public clouds are dangerous and 

unsuited for commercial use. Many organisations no longer have control over data, services, and 

technology. By combining private and public cloud resources, a hybrid cloud may be established. 

In spite of the limitations of accessibility, analytical processing, and query processing, new 

research is conceivable in this domain. Hybrid cloud management should also be considered. Data 

quality may be harmed by merging, aggregating, trading, or mixing data in many ways. There has 

to be a lot more study done in this area since there isn't any. According to several studies on cloud-

based data management, operational, transactional databases will almost certainly be replaced by 

cloud computing platforms for decision support systems, tasks, and application-specific data marts 

in future. Cloud concepts including reliability, availability, security, and privacy are central to this 
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research. An overview of the current state of cloud-based data management and the areas of 

research that are most important to practitioners is presented in this study understanding the history 

and current state of cloud-based data management can aid in this endeavour. Unresolved 

challenges in cloud data management, such as data security and privacy for private and personal 

clouds, remain. 
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